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In this issue of the Han-
delot Times commemorating 
the company’s ten year an-
niversary, rather than simply 
celebrating ourselves, we are 
reaffirming	 our	 commitment	
to you, the trader. You come 
to the Handelot two reasons: 
analysis on booming markets 
of the Eastern Hemisphere, 
and opinions and breakdowns 
of the rumours and specula-
tion surrounding new smart 
devices and other technolo-
gies and concerns. 

This issue, you can expect 
nothing but the very best in our 
coverage of these areas. One 
of our pieces contrasts the 
shipment situations in China 
and India, which tell stories of 
crystallization	and	fluid	move-
ment, respectively. The details 
behind each may alarm you, 
and we break down what these 
situations mean for the trading 
business. And of course, the 
rumour mill is in full swing as 
always. This issue, we cover 
the rise and fall – and possi-
ble rise again – of former giant 
Nokia. They are taking steps 
to make the break into the 
smartphone that they never 
quite had, and with rumours 
that they plan to stuff their up-
coming breakout device with a 
five	camera	setup,	we	openly	
discuss if they are for real. 

And as the Chinese mar-
ket tightens up, another is-
sue raises its head in regard 
to a ban on cryptocurrency 
mining and trading in that 
country. The Handelot Times 
begins a foray into cryptocur-
rency coverage by looking 
at the particulars of the ban, 
and also looking at an unlike-
ly country that might take its 
place: Iceland.

We also want to be at your 
side when it comes to se-
curing your information and 
revenue. This month The 
Handelot Times features a 

pair of articles related to in-
formation breaches and cy-
ber-security. The first takes 
a look at a few of the worst 
hacks of the 21st century, 
discussing and highlighting 
potential weak spots that 
may exist in your system, as 
well as what not to do in the 
event of a security breach. 
The second analyzes the 
global state of cyber-insur-
ance: who’s using it, who’s 
not, what it covers, what it 
should cover, and why you 
should consider getting a 
policy if you do not already.

Handelot is a leader in en-
abler in technology trading, 
now running a decade strong. 
The Handelot Times appreci-
ates your patronage and co-
operation with us. Here’s to 
another ten years!

Be VIP.

THE TRADER
,
S ISSUE
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AirPods: Here To Stay
A full year has passed since Apple released the 

first	 iteration	 of	 their	wireless	 earphones,	 the	Air-
Pods. Upon release it was easy to crack wise at the 
product’s introduction. Once a mobile technology 
innovator, Apple has gotten a reputation of being 
behind the times in recent years as they have intro-
duced their takes on features earlier introduced by 
other companies, such as facial recognition tech-
nology. What’s more, their recent foray into smart-
watch technology was met with an icy reception. 
To top it all off, the fact that the unveiling of the Air-
Pods was coupled with the decision to completely 
remove the headphone jack from the iPhone. The 
derisive murmurs started up once again: if wireless 
earbuds, or “hearables” as they’re increasingly 
called, already exist, how good – and necessary – 
could these AirPods possibly be?

It turns out: really good and necessary. Though 
the product’s release was delayed, and though 
they they don’t sport the prettiest design, a joint 
survey by Creative Strategies and Experian has 
found that 98% of AirPod users had positive feed-
back. Respondents cited sound quality and battery 
life as reasons for their satisfaction, and a majority 
of them even went so far as to say that using them 
made them consume more audio content. Even 
regarding the widely-reported complaint that they 
don’t	fit	snugly	in	the	ears	and	fall	out,	the	survey	
found that 93% of users were 
satisfied.	 Most	 of	 all,	
the AirPods’ price 
point is not at 

the high end of the spectrum, being rather compet-
itively prices as wireless earbuds go.

To be truthful, there are lots of little reasons to 
love the AirPods. Much has been made about the 
smooth, Bluetooth-enabled connectivity with its 
parent device, and this combined with the fact 
that	 they	 sync	with	 iCloud	means	 that	 they	 fit	
well within the constellation of Apple devices. 
AirPods have a control system that works with-
out having to fumble for an iPhone or look at an 
iWatch: audio can be set to pause automatically 
when removing them from the user’s ears, and 
Siri can be accessed by tapping them. They’re 
small features, but they put smiles on faces.

Two things can be taken away from the success of 
the	AirPods.	The	first	is	good	for	the	Apple	brand,	as	
the	high	satisfaction	rate	has	not	only	justified	their	
existence, but enabled their evolution. The charge-
able carrying case will soon 
have a wireless version, 
and the AirPods 2 – 
which will allegedly 
have faster wire-
less connectivity – 
have been heavily 
rumoured for some 
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Once low-hanging fruit for ridicule, Apple’s take on wireless earphones has justified itself.

time now and may be unveiled at some point this 
year. It’s a good time to be an Apple fan.

The second is good for the industry as a whole, 
as the AirPods’ success have challenged oth-
er companies in the wireless earbud game to do 
more. The 2018 Consumer Electronics Show saw 
an	uptick	in	firms	offering	innovations	in	hearables.	
Australian company Nuheara is testing the capa-
bilities	 of	what	 they	 can	 offer	 in	 terms	 of	 fidelity	
and sound manipulation, while Qualcomm is aim-
ing to improve connectivity with voice-activated 
digital assistants and reduce the impact that 
they have on battery life. Because of 
other emerging technologies such 
as Siri and Alexa, earbuds may 
expand	 their	 profile	 in	ways	
we haven’t previously ex-
pected.

With the AirPods, Apple recovered some 
much-needed good will that it has found hard 
to come by in recent years. Their ability to de-
liver satisfying innovations, expand upon their 
previous offerings in novel ways, and drive the 
competition to try harder to beat them are why 
they still deserve, and command respect of the 
highest order.
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HANDELOT AWARDS 2018
               Our account managers talked our partner companies and customers alike to find out who 
         the best in our industry are. Over 200 people were nominated including some of your favourites.

BEST LOGISTICS  
/ SERVICE PROVIDER

UNION LOGISTICS FZE

BEST  
SERVICE SUPPORT

EUROSTAR GLOBAL

BEST  
SERVICE SUPPORT

SELTE SPA

THE FASTEST  
GROWING COMPANY

XTG S.A.

BEST  
PARTNER IN EUROPE

TELEPART GMBH

BEST  
PARTNER IN MEA

RIXOS FZE

BEST  
PARTNER IN ASIA

WITTY TRADE

BEST  
PARTNER IN EUROPE

YUAKTEL GMBH

BEST  
PARTNER IN AMERICA

YONIDA

BEST  
DROPSHIPPER

YUAKTEL GMBH

BEST DISTRIBUTOR WITH THE 
BIGGEST VARIENTY OF PRODUCTS

YUAKTEL GMBH

ELECTRONICS LTD



Najib
,
s Corner

VIP Article  

 � KAZI NAJIB ASHRAF IS A TELECOMS PROFESSIONAL AND A BLOGGER WHO IS PASSIONATE 
ABOUT TALKING TO ACHIEVERS AND THEN RELATING THEIR SUCCESS STORIES. 

 � IN TODAY’S AGE AND TIME, THERE’S A DROUGHT OF WISDOM AND TALKING TO REAL 
PROFESSIONALS WITH TRUE LEADERSHIP QUALITIES IS NOTHING LESS THAN POETRY. 

 � SO PLEASE JOIN ME IN THESE CONVERSATIONS AS WELL AS ENJOY THE REGULAR 
SNIPPETS ABOUT THE @ REGIONAL TELECOMS @ MARKET. 

 � YOU CAN GET IN TOUCH WITH ME ON 
 � KAZI.NAJIB@PLAYTORIUM.COM
 � CONNECT ON HTTPS://WWW.FACEBOOK.COM/NAJIBFUTUREREADY/?REF=BOOKMARKS

2018 ushered in a new era in the wonderful 
world of mobile trading in the Middle East; I like 
to call it the 3rd Dimension after the introduction 
of VAT in the UAE. Things have changed for the 
better	and	there	have	been	significant	moves	to-
wards the normalization in the trading landscape. 
As you read this article on the Handelot News-
letter, I would urge the International Trading com-
munity to keep a close liaison with your account 
manager to re-establish and verify your contacts 
in the Middle East. Handelot keeps a keen eye on 
the market dynamics and is a great forum to en-
sure the security of your stock and the capital en-
gaged. Here are the highlights that have shaped 
the business dynamics:

Move within the Freezone: As the VAT kicks 
in and the direct implications are for the “Local 
Market” trading for the walkin customers (Bulk 
International Buyers), there is a Mass Migration 
of Traders to the Dubai Airport Freezone. Local 
market trading is no more feasible and playing 
around with the invoices would have long lasting 
repercussions, the authorities in Dubai are truly 
vigilant and the online system is quite robust to 
keep track of any fraud. Re-Export business for 

traders in the region is currently restricted be-
cause	 of	 specific	 neighbouring	 countries	 issues	
but new International markets have been identi-
fied	such	as	South	America.	Being	in	DAFZA	pro-
vides	a	seamless	flow	of	stock	but	with	so	many	
traders making a move here, the eventual results 
would show after a couple of quarters.

Strong In-Country Distribution Opportunities: As 
Apple and Samsung still rule the Trading arena, the 
second and third tier brands have started to push and 
exert their efforts towards the local end users. Sony, 
Motorola, Nokia, HTC, Oppo and Xiomi are clearly 
visible. In addition to these the third-tier brands have 
also been focusing on the KDR’s and IR through di-
rect and Van Sales. With the reduction of grey stock 
in the local market, this would encourage the mar-
ket to experience the almost defunct brands and in 
turn would also fuel their trading in the long run. I 
am sure that in the next 9 months there would be 
an increasing requirement of non-Samsung / Apple 
products from across the Middle East. As 40% of all 
trading still revolves around feature phones, Alcatel 
has started to gain speed after Nokia in this vertical. 
There is a clear space for more players in the quality 
feature phone sector.

THE NEW MIDDLE EAST TRADING PARADIGM
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Mushrooming of Logistic Companies: Several 
logistic companies have sprung up after the VAT 
implementation and more are opening. The reason 
is simple, the traders would like to keep the stock 
secured and there would be a lack of space soon 
with the established players. However, companies 
like Captain’s Freight, Union Logistics, AJ Logis-
tics, Universal Logistics etc still lead the pack with 
an established name brand and robust services 
and processes. I would again urge Internation-
al Traders to check with Handelot as well as the 
above mentioned Logistic companies regarding 
the health of the business of your new customers.

Avoid Credit Business: At least for the next 3 
quarters, that’s till the end of this year one should 
and must be vigilant in controlling the unsecured 
credit	at	all	costs.	This	is	a	time	for	flux	and	get-
ting slowly stable, so not taking any chances is 
the wise thing to do. Again, check with the Han-
delot team regarding the players in the market 
and to avoid all new comers and territories.

Used Mobiles are the new order of the day: 
This is my personal estimate that around 20% 
of all trading has now shifted to used mobile 
phones. Players such as Brightstar, PCS Wire-
less, Sunstrike International, Leading Edge (Mer-
cantile International), Cenwood, HKG2 etc have 
full-fledged,	 active	 and	 regular	 stock	 and	 own	
warehousing facilities. Products are being grad-
ed and traded on a mega scale and customers 
see	a	perfect	mix	to	ensure	profitability.	In	addi-
tion to the mentioned companies, every freight 
forwarding company now caters to regular stock 
holding from International players creating a 
growing business trend. Again, you can contact 
Handelot or contact me at kazi.najib@playtorium.
com for further details on entering this market or 
understanding the dynamics of the trade. Trad-
ers are still a bit worried about pre-payment for 
stock without inspection as they had suffered in 
the past with substandard products. The magic 
formula is to send stock on hold to a Freight For-
warder of your choice but also appoint someone 
as a consultant to oversee it to avoid misuse. This 
trend is only poised to grow so do not miss out on 
this opportunity.

Growth of Service Centres and Technical Fa-
cilities: Used Mobile phones as well as increasing 
technicalities	of	the	products	mixed	with	an	influx	
of grey phones has ushered in this new trend. For 
the past few months, quite a few companies with 
mobile technical facilities are available to either re-
pair, refurbish or grade your stock. This is a healthy 
trend	redefining	the	Industry	as	the	technical	ser-
vices	are	no	more	confined	to	Distributors.	Grading	
and Testing software is available on demand and 
the local labour charges are quite competitive to 
have a regional grading setup as well.

As we move to the new era of “Mobile Trad-
ing”, the coming months and quarters would see 
a correction in the market separating the boys 
from the men. I anticipate the revival of the ear-
ly 2000’s where many brands traded and there 
was a space for multiple players to make mon-
ey. Within the space of these coming months, the 
established brands (Sony, Motorola etc) should 
work	hard	to	fill	in	the	gap	and	get	back	to	the	Top	
of Mind of the end user.

Happy	Trading	is	Profitable	Trading!	

11



Africa 1% | Asia 12% | Australia 1% | Eastern europe 25% | Middle East 17%  

Americas 12% | Western europe 32%

HANDELOT WORLDWIDE SPLITDOWN IN REGIONS:

Best movers on handelot March 2018
Mobility 

1. Apple 2097 trades
2. Samsung 1799 trades
3. Xiaomi 681 trades
4. Huawei 488 trades

5. Samsung LCD 390 trades

6. LG 239 trades

7. Nokia 232 trades

8. Sony 162 trades

9. Motorola 195 trades

10.CAT 94 trades

Inhome
1. Samsung 261 trades
2. LG 237 Trades
3. Sony 216 trades
4. Microsoft 85 trades

5. Nintendo 60 Trades

6. Philips 58 trades

7. Canon 57 trades

8. Panasonic 57 trades

9. Nikon 50 trades

10. GoPro 38 trades
12



We serve customers in
HK, China, Europe, UAE, Israel, Korea and more ...

CONTACTS: 
sales@kamkwat.com, whatsapp +852 9033 0036 & +86 130 0882 5559



Mobility PLATFORM:

ABC Data S.A.

Bluefin	Century	s.r.o.

BM Electronics FZCO

Cell-Tel MIDDLE EAST LLC

Central point Europe s.r.o.

Domo Trading Limited 

Eurostar Global Electronics Ltd 

GERSIM IMPEX

Jupiter GSM 

Komputronik S.A. 

Parktel Sp. z o.o.

NOVAPHONE sp. z.o.o S.K 

PPA International AG

TELPUR SRL

SELTE SPA 

SG SPA

Sound Business

LMD Telecom Ltd

Tekpoint GmbH

Time In Home, LDA

XTG S.A.

NEW

NEW
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Mobility PLATFORM:

InHome PLATFORM:

Yukatel GmbH

HTP 

Rixos FZE

Q-CONN GmbH

Domo Trading Limited 

Intrade d.o.o.

Segment Bilgisayar

LMD Telecom Ltd

SELTE SPA 

Q-conn GmbH

LMD Group Gold Ltd

Time In Home, LDA

For quotations please email 
times@handelot.com 

or call us at 
+48 717 152 600

For quotations please email 
times@handelot.com 

or call us at 
+48 717 152 600

NEW
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WOULD I-COULD I-SHOULD I?
I like to consider myself to be a law-abiding citizen of the world. I would have a big hang up about taking a farm tractor on 
the road without paying my road tax, but at certain times, because of my involvement in technology trading, business I 
have been made to feel like an international criminal. 

What is the reason for this?

The biggest “taboo” subject that existed in the 
trading business was “duty fraud,” or as it was 
known in the UK, VAT fraud. I am sure we are all 
very aware of such!

If you’re not aware of it, what it involved was 
a fraudulent company in one EU country import-
ing a product from another company in another 
EU country. Having no VAT to pay on entry, the 
fraudsters then sold that product to another com-
pany in their receiving country, charging VAT at 
the standard rate on that sale and not declaring 
that transaction to the tax authorities. After accu-
mulating the tax revenue through time and trans-
actions, they then disappeared.  

Blatant tax fraud indeed.

At	one	point,	the	British	government	issued	fig-
ures suggesting that VAT fraud on mobile phone 
trading was costing the UK taxpayers in excess 
of 6 Billion GBP per annum. With the implemen-
tation of intra community transactions in 1993 
(and right up until 2006 with the implementation 
of a reverse charge mechanism), this fraud was 
prevalent. If the losses were so substantial to the 
UK treasury then why did they allow it to go on 
for 13 years with very little disruption or interven-
tion? The reverse charge mechanism immediate-
ly stopped the fraud. What is the real truth about 
this fraud and how has it really affected all of us in 
the trading business? 

I once had an interesting conversation with a 
senior	tax	investigation	officer.	He	was	convinced	
that all parallel smartphone trading transactions 
were a paper exercise in that the phones didn’t 
even exist. I argued that this was total nonsense. 
He then went on to suggest that if the phones 
did exist, then ultimately they were not going 
to the end user. I then asked if he really thought 
that there was a warehouse at the North Pole 
where this product had been stockpiled and if 
there was, why? Maybe Father Christmas had 
sent the PO! Of course the phones ultimately 
went to the end user. 

The trading business is reliant on buying at 
the correct price to enable profit. If there exists 
in the supply chain a huge “black hole” that re-
duces the purchase price of the product, then 
it is obvious that all of the new product will be 
attracted to that black hole, if indeed that black 
hole is so immense. Deflated in price that prod-
uct will return at a cheaper price, whence the 
trader will purchase it and in due course sell it 
profit.

The trader is not and was not aware of the 
vendor’s margin. Apple boasts that they retain 
a 46% margin from the manufacture of their 
product, so how would it be possible for a trad-
er to know he is “buying a product too cheap” 
if the fraudster who controls the black hole is 
selling his product with a discount of 10% or 
more? How is a trader expected to know he 
is dealing with a fraudster? In my opinion, he 
doesn’t, and neither is it the traders job to know. 
That responsibility lies well and truly with the 
tax authorities. 
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Tax authorities verify the traders and appoint 
them	with	the	relevant	authentic	tax	certification	
as in a unique tax number. In real time the tax 
authorities have extended transparency to each 
and every transaction completed, along with full 
visual sight of the supply chain. A trader does not 
have that transparency. The tax authorities also 
have legal powers invested in them on many lev-
els to deal with such issues..  

Instead of the tax authorities taking responsi-
bility for their given appointment, they leant on 
the traders and made them responsible for the 
companies that they were dealing with. Citing le-
gal leverage gained by them from a previous case 
known, as Alex Kittle “should have known” when 
the terminology that they needed to implement 
was “knew”.

With the implementation of joint and several 
liability, not only did the tax authorities have the 
power to prosecute a company on the basis that 
“they should have known” they were also able to 
make one or all companies in the supply chain re-
sponsible for the missing tax. It was totally at their 
discretion which way they went and to whom 
they chose to apply joint and several liability. 

Hold on a moment: if I order a taxi, complete 
my journey and the taxi driver charges me twice, 
once for my fare and again for the guy that came 
before me who got out of the taxi without paying, 
would I stand for that? In effect, this is what joint 

and several liability working with Kittle is: I should 
have known that the guy before me had run off 
without paying, so I must also pay his fare along 
with mine. I should have known that a guy in my 
supply chain was committing tax fraud, so I have 
to	pay	his	fine.	Did	we	really	believe	that	this	was	
a correct and acceptable implementation of the 
law? I certainly didn’t, but the tax authorities did 
and they implemented it.

If you watch the American TV reality show 
called Judge Judy, who incidentally is a real 
judge, you will know that she frequently uses the 
words “would I, could I,  should I.” If a decision or 
choice	is	not	defined,	especially	in	law,	then	how	
can a judgment possibly be concluded based on 
the word “should”? 

Let’s look at this from a trader’s perspective. 
Should I do the deal? I daren’t do the deal because 
I may be breaking the law, because to be honest I 
really don’t know! Does it make me a criminal if I 
do it, or does it make me a fool if I don’t? If we con-
sistently ran our business on that basis then soon 
we would not have a business to run. Of course, 
we ran our business like that during these times 
and that should never have been the case. 

We had to suffer condemnation from the pub-
lic, the authorities and paranoia within ourselves 
because for 13 years we were made to feel re-
sponsible for the draconian, unresponsive, and 
negative indirect reaction of the tax authorities.
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I was an exporter at that time, trading before 
1993 and still trading today. I wasn’t running away 
with anyone’s money, certainly not the public’s. I 
was purchasing product in the UK and exporting 
it to the rest of the world, so every month I was in 
a negative scenario waiting for a repayment from 
the tax authorities. Given that scenario, who did 
the tax authorities approach when they had laws 
like “should have known” and “joint and several 
liability”? Guilty or not they attacked the exporter. 
Of course they did. He is the only guy in the supply 
chain who wasn’t running away. The exporter had 
a real business, employing professional people 
but more importantly to the tax authorities, he had 
money in the bank that they knew they could ulti-
mately get their hands on by utilizing their unfairly 
implemented and created legislation. 

Did they care that the parallel markets pro-
duced so much revenue in tax worldwide, em-
ployed so many people within this sector, 
housed some of the most creative entrepreneurs 
that society has to offer, and as we all well know 
is a dynamic and amazingly productive profes-
sional business? No, they didn’t care! 

The tax authorities didn’t believe that the busi-
ness was a real business, regardless of the fact 
that	 today	 the	 figures	 speak	 for	 themselves.	 In	
2016, 1.6 billion smartphones were sold globally 
and 30% of those smartphones went through the 
parallel trade. That’s us guys, that’s over 500 mil-
lion smartphones that we handle, year in, year out. 

At this point I will tell you that I don’t want 
to be called a “grey trader.” I want to be known 
as a ‘parallel trader” or a re-seller. The term 
“grey trader” was created and promoted by 
the vendors and the non-understanding au-
thorities. The wording intimates that some-
thing is not quite right. It sits between white 
and black, “the black market” being com-
pletely illegal and “the white market” being 
absolutely correct in the vendors’ self-dec-
laration. It creates an element of doubt in the 
consumer’s subconscious as to the authen-
ticity of the product they are receiving. Not 
only that, it creates an element of distrust 
in an industry that is handling a third of the 
worlds smartphones.  

So guys we, are Parallel Traders In Technolo-
gy. We are re-sellers, and our business runs par-
allel	to	the	officially	appointed	distribution	chan-
nels.  I’m proud of what I do and have done in the 
past. If your not, then you should be.

Why did the fraud go on for 13 years? I have my 
own theory, but it’s only a theory! 

VAT, IVA, DPH, TVA or whatever other ti-
tles your country has decided upon, is a val-
ue added tax system that was created by the 
European Union to harmonize taxation within 
Europe. 
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 � MEET THE EXPERTS

I don’t think there exists much harmony when 
each country implements their own tariffs and 
pays back to the EU varying amounts based on 
independent GDP (Gross Domestic Product). 
However for the future harmonization of Europe, 
this was the reason it was created under the EU 
Sixth VAT Directive.

 
So, you see what each country puts into the 

EU through tax, and what each country gets paid 
back to them by the EU in subsidies, is a very dif-
ferent	value.	It’s	like	a	spiderweb	of	figures.	These	
figures	are	obviously	worked	out	on	an	 intricate	
scale of GDP received per country.

Unfortunately I am not an economist, neither 
am I a brain surgeon. I am a farmer who likes to 
make a deal or two. Maybe it is possible that a 
country may be losing on paper 6 billion GBP in 
one year, but in reality and after some interven-
tion of clever accountancy that they may not be 
engaged in such a loss scenario. 

If you’re not already aware of the word “aus-
terity”, then you should be. Each of our countries 
owes a lot of money, to whom or what I am not 
absolutely sure but we are all told every week 

by our governments through the media that we 
do. Of course, being an upstanding citizen of the 
world, I believe everything I am told by our gov-
ernments through the media.  

If	 the	 figures	 on	 export	 in	 one	 country	 are	
maintained at a very high level then this con-
tributes to that country’s GDP, and if at the same 
time the losses on those exports are not account-
able to that country in totality or on paper, then 
that country will actually maintain a hypothetical 
profit	scenario,	 if	not	 in	monetary	value,	 then	 in	
GDP. More importantly, that country will retain 
its all-important Triple-A star credit rating carried 
out every year by companies like Standard and 
Poor’s, enabling cheap borrowing supplied to it 
by the World Bank and the IMF. Who funds them 
and why have they got so much loot is a question 
I would love to know the answer to. 

Do you see where I am going with this? In 
2006, when the VAT fraud ended in the UK, ex-
ports fell by 6%-8%. Then in 2007-8 we had the 
beginning	of	the	global	financial	recession.	

Maybe I’m just a conspiracy theorist or maybe 
I am not. I think I should just be content to do my 
day job and leave the politics to the trustworthy 
politicians, I mean after all they wouldn’t pull a 
stunt like that, would they?  

If you are like me and you were trading before 
1993 and still trading today then doesn’t that just 
prove how real the business is? A saturation point 
of mobile phone distribution was predicted to hap-
pen in 2016, it exceeded 1.6 billion smartphones 
sold worldwide and it didn’t even hit saturation 

then, so there is plenty of business out 
there. 

Of course you would, of course 
you could, of course you should!

Go get it! 

Keep The Faith
The Old Hand

theoldhand.wordpresscom 
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The development of cryptocurrency is begin-
ning to resemble the arcade game called Whack-
A-Mole. For those not familiar, it involves a ma-
chine	consisting	of	cabinet	with	five	holes	in	its	top	
and a mallet. Each hole contains a single plastic 
mole and the machinery necessary to move it up 
and down. During play, the moles will begin to pop 
up from their holes at random. Each time one is 
successfully hit (or “whacked”), another one ap-
pears from another hole. The game’s name has 
become	English	shorthand	for	describing	a	difficult	
problem to solve due to numerous issues appear-
ing when one issue is thought to be resolved. 

Why make this comparison? Let’s start with 
the whack. The Chinese government has recently 
come down hard on cryptocurrency operations, 
endeavoring to block all trading and mining oper-
ations within its borders, the South China Morn-
ing Post reports. Technode, meanwhile, reports 
there is some confusion as to what a crackdown 
means, whether that’s shutting down cryptocur-
rency exchanges or simply introducing stricter 
regulatory measures. Confusion aside, the mes-
sage is that the jig is up – the government is com-
ing for you in the name of eliminating the risk of 
fraud. This is not an invalid concern, as the val-
ues of cryptocurrencies are based on speculative 
price increases, which opens up the way to fraud. 
However, the Chinese government, like all gov-
ernments, doesn’t like what they can’t control.

To “mine” a bitcoin is not a physical operation, 
but an electronic one. Warehouses full of com-
puters exist, through which “miners” solve com-
plex mathematical equations to mine (or create) 
an amount of the digital currency. Lots of these 
currencies exist, Bitcoin being chief among them, 

but there is also Ethereum and Dogecoin, among 
many others (and there will be more – former 
NBA star Dennis Rodman even started his own 
cryptocurrency!). Mining operations require lots 
of resources in the form of electric energy (pref-
erably hydroelectric) and the ability to cool the 
computers so they don’t overheat. 

If China cracks down, where can cryptocurren-
cy mining operations relocate that would have all 
of their necessities? The answer, for the moment, 
seems to be Iceland. The mole pops up yet again.

Cryptocurrency: 
Getting Hit and Popping Up Again
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Iceland is a strange, beautiful, and powerful coun-
try in the north Atlantic that, while not as icy as their 
name suggests, is considerably cool year-round 
and this helps keep mining computers cool without 
excessive air conditioning. It is powerful in the sheer 
amount of extreme nature that exists there: volca-
noes, glaciers, and rivers combine to provide a fu-
rious source of hydroelectric energy to keep opera-
tions going. YouTube channel Beme News recently 
filmed	a	report	from	one	such	Icelandic	site,	and	the	
ingenuity and perseverance of cryptocurrency op-
erators is something to marvel at.

What’s more, Iceland isn’t just a place for for-
eign operations to do cryptobusiness. At least one 
enterprising Icelandic programmer, Baldur Friggjar 
Odinsson, started up his own cryptocurrency, the 
Auroracoin. The country was hit hard by the global 
recession a decade ago, and to this day it is still in re-
covery mode. To help recover, the Icelandic govern-
ment imposed strict capital controls that still limit free 
international trade and investment. According to Vice 

Magazine’s Motherboard blog, Odinsson believes 
that this is a piece of the puzzle that will help Aurora-
coin be successful. Furthermore, he is committed to 
developing infrastructure and merchant acceptance 
of the cryptocurrency as opposed to speculative price 
increase, and wishes pass around a (virtual, we pre-
sume) handful of Auroracoins every Icelander.

Sounds good, right? Watch out, because the 
hammer is looming. The Washington Post reports 
that the total energy used in mining operations 
may rival the entire population’s consumption of 
energy. Johann Snorri Sigurbergsson, a spokes-
man for Icelandic energy producer HS Orka, wor-
ries that as more mining operations move in, there 
may not be energy enough for them all to coexist. 
That’s a scary proposition.

The hammer may yet come down, but if and 
when it does, surely these clever cryptocurrency 
entrepreneurs	will	find	another	resourceful	loca-
tion to thrive in.
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Cyber-attacks are a destructive issues that 
simply will not go away. If anything, they will get 
more numerous and sophisticated as time goes 
on.	Businesses	need	not	be	global	firms	or	bring	
in billions of dollars in revenue; by merely having 
an online presence, businesses at any level ex-
pose themselves to the risk of being hacked. Se-
curity breaches do $400 billion in damage every 
single year. The wide reach of 2017’s WannaCry 
worm attack, in which business and consumer 
user data alike was held for ransom on affected 
machine, seems likely to inspire further evolution 
of the industry and enlarge coverage.

And of course, free enterprise has risen to meet 
the challenges posed by hackers. In the wake of 
hack attacks like those mentioned in our com-
panion article, companies of all stripes are buying 
up insurance policies left and right. The functions 
of cyber-insurance (much like technology itself) 
have shifted over time to meet the needs of pol-
icyholders, and are designed to cover not just 
damage from hacking, but also denial of service 
attacks and damage wrought by viruses. Types 
that are currently offered include hacksurance 
(against cyber attacks and hacking attacks), theft 
and fraud (covers destruction, theft, transfer of 
funds, or loss of data as the result of a fraudulent 
cyber event), business interruption (covers lost 
income and related costs where a policyhold-
er is unable to conduct business due to a cyber 
event or data loss), and even reputation insurance 
against reputation attacks and cyber defamation.

Cyber-insurance	 is	big	business,	first	starting	
out as a niche market bus exploding in the begin-
ning of the 21st century. Most of it is driven by the 
North American market, where it is a $1.5 billion 
industry per research from Aon. One factor driv-
ing this growth is the passing of data breach leg-
islation, which keeps companies honest by mak-
ing them inform customers and shareholders of 
attacks they have been subjected to. Sunshine is 
the biggest disinfectant, so the revelation of em-
barrassment will lead to the prevention of further 
embarrassment at any price. Moreover, coverage 
offering seems no longer the stronghold of large 
insurance companies; Apple and Cisco recently 
announced	a	partnership	with	German	firm	Alli-
anz to provide cyber-insurance to those who use 
their equipment.

Indeed, European companies are in on the cy-
ber-insurance game, but in Europe that industry is 
less than a tenth that of North America, Aon also 
expects that cyber-insurance coverage will expand 
thanks to the EU’s own data breach legislation, the 
Global Data Protection Regulation (slated to go 
into force May 2018). Breach exposures are also 
more commonly announced from North American 
companies than from European ones, but it is now 
expected that this gap will close.

In the rest of the world, though, coverage is 
severely lacking. Following the WannaCry out-
break, The Business Times of Singapore, where 
they	estimate	 that	43%	of	firms	are	affected	by	
cyber-attacks, reported there is greater aware-
ness of the need for cyber-insurance, and the 
Financial Times cited an 87% uptick in requests 
from	Asian	 firms	 for	 coverage.	 However,	 that	 it	
has not translated to purchasing of coverage. The 
Asian continent is home to some of the biggest 

CYBER INSURANCE: 
A RE-THINKING

Worldwide cyber-insurance coverage is une-
ven, but recent events have forced us to discover 
where and what kind of coverage is needed.
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business hubs, and this is simply unacceptable. 
Business could boom in this segment if legislation 
similar to that found in Europe and North America 
was enacted. Hopefully, the harsh awakening of 
WannaCry will spurn development on this front.

Questions are also being raised as to how wheth-
er the current areas of cyber-coverage are enough, 
and how much deeper it should go. A white paper 
from KPMG reveals the thin line between intangi-
ble and intangible losses – for example, hacking 
into a home or business security system, the likes 
of which are already heavily networked, could en-
able a break-in and robbery. Sabotage can even be 
an effect of a hack attack, as evidenced by the idea 
that a digital thermostat could be breached and 
tuned to a temperature that has damaging effects 
on warehouse stocks (and of course, the mobile 
trading industry would be especially vulnerable to 
such an event). What’s more, Aon hints that hack 

attacks	can	even	inflict	bodily	harm,	recounting	an	
incident whereby a teenager in the Polish city of 
Lodz rewired a television remote control to inter-
act with an electronic tram track switch, causing a 
tram to derail. 

Obviously, the world is being forced to recon-
sider what constitutes a cyber-attack, as well as 
whether to take it more seriously. However, if you, 
the trader, judge the cyber-security of your deal-
ings to be lacking, or even if you don’t know what 
your situation is, you owe it to yourself and your 
business	to	consult	one	of	the	many	firms	in	ex-
istence, like AIG, Aon, Allianz, or others, to shore 
up	your	coverage.	Even	if	you	are	fairly	confident	
of your business’s security, it is worth taking time 
to reconsider whether your ship is as tight as it 
could be. Cyber-insurance is not the only compo-
nent of a solid cyber-risk management strategy, 
but now more than ever, it is a vital asset.
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It’s late February 2018. The buzz is palpable 
around the imminent unveiling of a brand new 
Nokia device. Reasons for this stem from a series 
of low-key releases of Nokia-branded (and single 
number-monikered) smartphones in the preced-
ing year. Talk is swirling about the possibility of 
the next device – perhaps called the Nokia 9 or 
the Nokia 10, both are in the pipeline – sporting 
a	five-camera	setup.	A	release	announcement	is	
yet to be delivered, but the word on the street is 
that one could come at the impending 2018 Mo-
bile World Congress. It might seem an optimistic 
guess, but the MWC website reveals that HMD 
Global – the company responsible for reviving the 
Nokia moniker – is currently slated to have space 
reserved at the event, making an announcement 
seem all the more probable. 

Nokia may have fallen far behind the giants 
of the smartphone industry – it is seldom, if ever, 
mentioned in the same breath as Apple, Samsung, 
Huawei or Xiaomi. The pride of Finland came from 
humble beginnings: it started out in the 19th centu-
ry as a couple of rubber mills that would churn out 
rain boots. Its entry into consumer electronics would 
come when it merged with Finnish Cable Works, 
and from there it offered the world a plethora of in-
novations:	 the	first	car-phone,	 the	first	phone	ser-
vice with international roaming, and most important 
of	all,	the	world’s	first	handheld	mobile	device.	Even	
further, Nokia was also the co-founder of the WAP 
standard, which let pre-3G mobile phones access a 
rudimentary version of the internet.

Nokia’s innovations would prove to be their 
downfall as other manufacturers learned how to 
do what they do, but better. When Apple learned 
how to create phones that access the actual in-
ternet, and other competitors like Samsung rose 

to challenge them, Nokia’s existence was on the 
clock. The company was too slow to react to the 
new world of smartphones; it could have rallied 
around the emerging Android technology for 
smart devices but did not, and hemorrhaged mon-
ey and personnel as a result. Microsoft would buy 
off the handset department in 2013 as Nokia re-
focused on network solutions, particularly in the 
area of developing “smart city” technologies. Al-
though Microsoft would still tout the Nokia brand 
name for the Lumia line that the Finnish brand 
had originally conceived of, the original mobile 
phone innovator was dead.

It seemed a sad end for a company who pro-
duced phones such as the Nokia 8110 and the 
3310. For many of us coming of age in the late 
1990s	or	early	2000s,	they	were	our	first	mobile	
phones of any kind. They were simple devices, but 
they provided more than what we typically asked 
for of a phone, creating the new norm of commu-
nication via SMS. They were packaged with the 
game Snake, the ultimate turn-of-the-millennium 
timewaster. They provided a kind of monocultur-

Nokia 
On The Comeback Trail?



al experience through technology in an era before 
the iPhones and Galaxies came to dominate. 

The story of Nokia’s revival begins at the end 
of 2015, when the aforementioned HMD Global 
was	 incorporated,	 establishing	 its	 offices	 opposite	
Nokia’s world headquarters in Espoo, Finland. Hav-
ing bought the rights to the Nokia name from Micro-
soft	soon	thereafter,	the	new	firm	quickly	set	about	
manufacturing new devices and restoring the leg-
acy of the globally trusted brand. Making trial runs 
at capturing some of the smart device market back, 
HMD released a series of Nokia-branded medium- 
and high-end devices throughout the world in 2017, 
with many of them targeting Indian and Chinese 
markets. Their desire to prove that they are with the 
times is evident, as devices come equipped with 
the Android Nougat operating system, 13MP Zeiss 
lenses on both sides (!), and sleek form factors.

So what can we expect from a high-end Nokia 
mobile phone in the year 2018? This question was 
not answered at MWC. What was all the hubbub 
about? It turns out that Nokia swerved us all – its 

big unveiling was the reboot of the 8810, the orig-
inal	flip-phone.	This	time	around,	it	has	LTE	capa-
bility, Google Assistant, and is Twitter- and Face-
book-ready (And it has, in addition to a sub-$100 
price tag, the return of Snake). It’s a blast from the 
past in more ways than one, however: it boasts 
just one camera (rear-facing) at a paltry 2 MP, a 
keypad instead of a keyboard, and its memory is 
not expandable via a micro- or nano-SD card. The 
phone is also not very fast in terms of processing 
power, but that’s to be expected given this specif-
ic form factor. It’s a real test to see if your Nokia 
memories stack up to the reliving the experience.

There’s still no sign of the Nokia 10 yet, which is 
what the release of all of their recent devices seems 
to be leading up to. It could be that they are perfect-
ing	what	will	 surely	become	 their	flagship	device,	
but the release of the revamped 8110, as nice as it 
is to see an old friend again, seems somewhat of a 
misstep. It’s unclear who is asking for such a device 
in the year 2018, but the release is a half-measure 
that leaves people asking whether or not Nokia re-
ally has anything left in the tank at all.
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STAY SAFE OUT THERE: 
INFO SECURITY EDITION

Information	 security	 firm	 CSO	 recently	 re-
leased an article detailing the biggest breaches 
of cyber-security of the 21st century. The list is 
one cautionary tale after another of how unpro-
tected the online resources are, even as millions 
of people trust them every day. It’s a stom-
ach-churning read, especially as you realize 
that your information has likely been accessed 
in one of these cases. Breaches happen every 
single year in industries from retail to communi-
cation, and even governments are constantly at 
risk of being hacked. Most relevant to tech trad-
ing are attacks on payment systems, which can 

disrupt	 the	 supply	 chain,	 the	 flow	 of	 business,	
and the bottom line.

One entry on that list hits especially close 
to home. In late 2006, TJX Companies, the 
parent of many retail chains worldwide, suf-
fered a globe-spanning computer breach in 
which consumer credit and debit card informa-
tion was exposed, and all involved companies, 
banks and insurers lost in excess of USD $200 
million. The cause is thought to have come 
from either a weakly-encrypted data system 
or an active attack on a retail-outlet based job 
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encryption system. Whichever way you slice it, 
these are two ways in which sensitive can be 
exposed and work to the detriment of traders 
and wholesalers alike.

Anybody can be vulnerable, really. Even 
if you do not deal extensively in transferring 
sensitive personal information, hacks can hap-
pen to those who do not have their wits about 
them. Business email compromises (BECs) are 
all too common, and if timed just so, this can 
spell disaster. Say you’re in the middle of a 
transaction, having just sent your proforma in-
voice out. Hackers can access your inbox, and 
that of your customer, sending emails posing 
as you, claiming that your bank account infor-
mation have been “updated,” and requesting a 
re-transfer of funds. Hundreds of thousands of 
dollars have been lost this way. Don’t fall prey 
to a BEC.

How can you protect yourself? For starters, 
take advantage of the security measures that 
email platforms provide. For years, GMail has 
offered two-step verification that requires using 
your phone to verify your login (other services 
offer this feature as well – check twofactorauth.
org for details on every one). It has proven to be 
an indispensible tool in the fight against BECs, 

as you can also learn anytime someone tries to 
access your inbox from anywhere in the world. 
For those who run transactions on a larger 
scale, it helps to educate yourself about the 
best encryption standards available, as well 
as institute best practices for controlling per-
sonnel access to data, employing firewalls and 
VPNs, and vigilantly updating the latest secu-
rity patches for vital software such as operating 
systems.

In the trading business, there is an obliga-
tion to honor a trading partner by being hon-
est at all levels and not cheating them. By 
all means, the same attitude should apply in 
case of information security violations. After 
all, one would not want to end up like Uber, 
the much-used ridesharing app who was also 
a breach victim in 2016. Hackers accessed the 
personal information of 57 million users and 
600,000 drivers, Not only did Uber not re-
veal the breach to the public until a year after 
it happened, but the company actively tried to 
cover it up by paying the hackers to erase all 
trace of a cyberattack on their systems. By the 
end of the fiasco, Uber had lost around 30% of 
its value. Do you want this to be you? If no, 
then be honest.

Security breaches and business email 
compromises can lead to so much damage in 
terms of not only revenue, but company val-
ue and customer trust. It pays to be mindful 
of cybersecurity dangers, to be smart about 
knowing where, when, and how to patch up 
weaknesses, and to take small actions in the 
short run that will save your business in the 
long run.
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If there’s one thing that you, the loyal Han-
delot	Times	reader,	have	picked	up	on	in	our	first	
year of publishing, it’s the fact that we are deeply 
interested in the Chinese and Indian smartphone 
markets. They have proven to be dynamic and 
ever-changing markets, with the emergence 
of Xiaomi and its propensity for giving smart-
phone giants headaches, and its unpredictabil-
ity makes it all the more entertaining to watch. 
Now, more than ever, it’s a tale of two cities (or in 
this case, countries) in terms of the smartphone 
shipping landscape.

Tech analysis firm Canalys report that the 
Chinese market has reached saturation as the 
first ever annual decline in shipments was re-
corded there. After years of growth, shipments 
fell 4% from Q4 2016 to Q4 2017. Not only 
have most manufacturers suffered a decline 
in their shipments but the vendor scene is also 

stratifying: Larger vendors such as Nova and 
Honor have gotten a bigger share of the ship-
ments, while smaller ones such as Gionee and 
Meizu risk getting squeezed out altogether. 
The only two manufacturers whose fortunes 
did not swoon over this span were Apple, who 
reclaimed third place from Xiaomi in shipping, 
and Huawei, who – being helped by the growth 
of their vending partner Honor – saw a 9% up-
tick in their shipping. 

The news from Xiaomi may seem dishearten-
ing to fans of the young juggernaut (and those 
wishing on the demise of the Apple empire). 
However, it’s not all bad: Forbes has issued a 
report revealing that Xiaomi has achieved RMB 
100 million in revenue in eight years of exist-
ence – a feat that took Apple twenty years to 
accomplish. Now, China and India share a long 
border, and it is evident that fortunes in the 
shipping game are as different as night and day 
on either side. Where Xiaomi’s growth may be 
stagnating in their home market, it is absolute-
ly soaring in India, their biggest foreign market. 
Forbes also reports that they have overtaken 
Samsung to become the best-selling smart-
phone manufacturer in the country. This shift 
is owed to two things: the fact that Samsung 
has been caught repackaging older models 
and selling them as new, and Xiaomi’s aggres-
sive expansion plan that has included open-
ing large-format retail stores, pop-up shops at 
established electronics retailers, and a deep-
dive into mass advertising like they’ve never 
attempted before. Most of all, India’s market 

TAKEAWAYS FROM THE EAST
Times are getting tight in China 

while Xiaomi
,
s success soars in India

34



is not on the verge of saturation. In fact, sales 
of smartphones are expected to double by the 
year 2020. 

There are two things to take away, here. One 
is the idea that Samsung is getting too cocky. 
They may be a globe-spanning stalwart. They 
may, as Canalys’s Rushabh Doshi assures, have 
a stranglehold on the supply chain and a deter-
mined research and development staff to boot. 
But they will continue to lose ground if they don’t 
care about defrauding the very people that buy 
their	products	in	the	first	place.	They’ve	already	
alarmed and enraged local technology media 
and the word is spreading on social media, so 
Samsung	 needs	 to	 fix	 this	 now.	 They	 simply	
cannot afford to be negligent in protecting their 
share of the market against a formidable chal-
lenger like Xiaomi.

The second is that entrepreneurs in the 
shipping business may be wondering how to 
do business in China in such a tight market. 
It’s not that Chinese consumers have ceased 
buying devices, or that they will at any point in 
the future. Rather, it’s more important to view 

China, on the whole, as a producer of these de-
vices rather than a consumer. Much has been 
made of Xiaomi. Huawei isn’t going anywhere. 
Oppo and Vivo produce clever and powerful 
little devices that provide value. And these are 
not the only ones. There are markets for all of 
these manufacturers, and the strategy in light 
of this news may be to go where the phones 
are. We’re already seeing how Chinese tech 
can subvert the established order. It is the ship-
pers who can help shape that. 
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One of the biggest surprises 
out of this year’s Consumer 
Electronics Show was not the 
introduction of a new product, 
but a power outage that lasted 
an hour and fifteen minutes on 
day two of the event. The cause 
was attributed to the fact that a 
transformer came into contact 
from rainfall-induced conden-
sation. Once over, a good laugh 
was had by all, especially by 
Alyssa Bereznak at The Ringer.

Via GSMArena, Korean pub-
lication The Bell says that 
Samsung aims to ship 43 
million units this year of the 
Galaxy S9 and S9+, which 
is two million more than last 
year, based off indications 
that it has given to its com-
ponent suppliers. This year’s 
figure is still lower than 2016’s 
shipment of 48 million units.

More and more manufactur-
ers are employing the bezel-
less, notch-sporting design of 
Apple’s iPhone X. The new 
Asus Zenfone Max 5 employs 
it. Oppo’s R15 also tried it on, 
and now seems to be dou-
bling-down on the design with 
its new F7, the so-called “Self-
ie Expert.”

Copying aesthetics may 
move product in some parts 
of the world, but in the United 
States, it’s more about sub-
stance than style. Android 
users there are more likely to 
stay loyal and buy more de-
vices with the OS as opposed 
to iPhone, a study by CIRP 
reports. 

Microsoft is doing what it 
can to make inroads on both 

of those operating systems: 
word is that it is internally 
testing its Cortana assis-
tant on beta versions of the 
Outlook app for Android 
and iOS, per a report from 
GSMArena.

Xiaomi CEO Lei Jun has said 
that it will enter the US market 
in either late 2018 or in 2019. 
To avoid the US government 
blockage that befell Huawei 
when it tried to make a deal 
with AT&T, Xiaomi may only 
sell unlocked phones at retail-
ers.

Don’t feel bad for Huawei, 
however: their Honor View 
10, having been pushed back 
from January, is going on 
sale Stateside this month for 
$499.
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